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Requirements:

l This version of Privileged Remote Access has been certified for physical BeyondTrust Appliances, virtual BeyondTrust
Appliances, and cloud deployment models.

l 23.1.2 PA requires Base 6.2.0.
l Requires ECM 1.6.0.
l Requires Integration Client 1.7.5.

Issues Resolved:

l Resolved sporadic vault credential injection failures.
l Resolved issues with shell jump when Jumpoint is installed on older Windows servers.
l Improved credential rotation speed after log out due to session policy.
l Resolved issue with SAML authentication and signed messages.
l Resolved shell jump processes using too much Jumpoint CPU.

Notes:

l Verified for GA.
l Supports upgrades from 22.1.4 PA+.
l Supports ECM Protocol 1.6.
l Includes VSC 1.2.6.1.
l This release is certified with the following mobile versions:

o iOS Access Console 2.2.5+
o Android Access Console 2.2.10+
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