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Privileged Access 17.1.7 Release Notes 

 

September 26, 2017 

 

Requirements: 

• This version of Bomgar has been certified for the physical Bomgar Appliances (B200P & B300P), virtual Bomgar 

Appliances (Azure, VMware, & Hyper-V), and cloud deployment models. 

• This release requires Base software 5.0.0 or later. 

 

Issues Resolved: 

• Resolved an issue with the Mac rep console unexpectedly closing when ending a session which included a file 

transfer. 

• Modifier keys are now injected correctly in RDP sessions when using the Linux rep console. 

 

Known Issues: 

• None. 

 

Notes: 

• Supports upgrades from PA 16.1.1+. If on a version prior to this, multiple upgrades will be required. 

• Requires API version 1.16.0. 

• Requires Integration Client 1.6.3.1054. 

• Requires Endpoint Credential Manager 1.2.0.1071. 

• Certified with the following Bomgar Mobile versions: 

o iOS Access Console 2.2.3+ 

o Android Access Console 2.2.4+ 

o Android Unattended Access Client 2.2.0+ 

• NOTE: The above mobile apps require a trusted CA-signed certificate on the appliance. 

https://www.bomgar.com/support/changelog/ios-access-console-2-2-3
https://www.bomgar.com/support/changelog/android-access-console-2-2-4
https://www.bomgar.com/support/changelog/android-jump-client-220

