
 
 

BeyondTrust U-Series 3.3 - What’s New 

New and Updated Features  

BeyondTrust® offers a full line of privileged access management appliances. These appliances 

provide multi-platform network discovery, centralized policy enforcement, least privilege 

enforcement, automated risk assessment, and powerful reporting, compliance, and regulatory 

audit capabilities.  

 

The BeyondTrust U-Series 3.3 appliance (formerly known as UVM appliances), introduces new 

features and functionalities that enhance the user’s workflows, save time, and drive efficiency by 

accelerating the configuration process and more. In this release we are including a completely 

redesigned configuration wizard that simplifies the configuration process and allows more 

flexibility in the implementation process. Customers will also benefit from our new configuration 

API which enables users to remotely configure multiple appliances at once, allowing them to 

save time and drive efficiency. Please read the release notes for more information.  

 

Feature Highlights  

New Feature Highlights  

NEW! Configuration Wizard  

The configuration wizard guides users through the basic setup and summarizes the most 
important configuration options from the configuration overview, allowing users to save time 
and accelerate the configuration process.  This new feature accelerates the configuration and 
initial set-up and makes it easier for our users to understand the workflow and what each 
configuration setting is used for. This feature is available for customers who deploy a new 
appliance.  

NEW! Configuration API – Configure Multiple Appliances without UI Interaction 

 
As part of our efforts to meet the needs of the DevOps community and improve the 
configuration process, now users can remotely configure multiple appliances at once. Customers 



 
 

that have more than one BeyondTrust U-Series appliance are now able to configure appliances 
simultaneously without individually accessing each appliance UI. 

NEW! BAM Agent Notification Bubbling 

 
The BeyondTrust Anti-Malware agent can defend your PC against a wide variety of cyber threats. 
The 2012 U-Series Appliances are now protected with a custom antivirus/malware agent. This 
new addition includes a feature which pushes notifications directly to the 
Maintenance/Diagnostics web app to notify end users of critical events. This feature is intended 
to keep users up to date with instant notifications should a critical event occur and replaces the 
legacy EPP/Blink software. 

NEW! Retina Removal/Support for Phoenix  

 
In tandem with the upcoming EOL of Retina, our appliances now scan for Phoenix availability and 
if available, offers the Discovery Scanner Role (Phoenix) in place of the legacy Vulnerability 
Management Role (Retina). This new functionality allows us to support our customers in their 
transition from our End Of Life (EOL) solution Retina onto Phoenix for asset discovery.  
 

Enhancements 

ENHANCEMENT! Service Renaming  

 

In this release we have enhanced the renaming conventions to unify the way services are 

named. Previously some services had names that were not immediately apparent in regard to 

their functionality. All services have now been renamed to reflect the role they play in managing 

the U-Series Appliance. 

ENHANCEMENT! BIUL Connection String Update   

 

We have added configuration options to BIUL Role (DB name/port), fixed specification, now self-

specifiable.  

ENHANCEMENT! Support for v4 Licensing   

 



 
 

Removal of licensing need for Enterprise Updater Service (EUS)/Retina. Switched BI Key from v3 

to v4 (key no longer tied to specific installation -local machine. As long as key is activated it is 

good to go) 

 


