MAXIMIZE ROI WITH BEYONDTRUST UNIVERSITY TRAINING

BeyondTrust University training services are designed to maximize your investment in BeyondTrust technologies by educating your users on best practices for configuring and using our products. Superior training is part of our commitment to help you obtain the maximum benefit possible from the entire BeyondTrust solution. Our training options will give your organization the foundational knowledge needed to administer, configure, and utilize BeyondTrust for optimum performance. You can select from a variety of modular training courses to ensure your team receives relevant education.

BEYONDTRUST TRAINING FOR SECURITY PROFESSIONALS

The Privilege Management for Windows Administration course is ideal for security professionals who need to learn how to deploy, configure, and utilize Privilege Management for Windows in their unique environment. During the course, you will learn best practices for installing and administering Privileged Management for Windows.

Be sure to choose the course sessions associated with your desired management and deployment method, either Group Policies, McAfee ePolicy Orchestrator, BeyondInsight, or Privilege Management Console.

FLEXIBLE TRAINING OPTIONS: ON-SITE, VIRTUAL OR ELEARNING

This hands-on lab course is available as a virtual instructor-led course or on-site at your location. The course length is two days on-site, or 4 hours over four days virtually. The course is led by a BeyondTrust certified instructor. This course is also available in eLearning format. Earn up to 16 hours of Continuing Professional Education credits (CPE).

This course is also available as an interactive eLearning, available 24x7.

KEY LEARNING OBJECTIVES

- Deploying the Software – walkthrough the process of installing the client & console and deploying the software.
- Configuration and Control – learn how to configure policies and applying application control through workstyles and application groups.
- Achieve Least Privilege – Remove excessive end-user privileges on Windows, Mac, Unix, Linux, and network devices without hindering productivity.
- Elevate Applications, not Users – Maintain security, user productivity, and IT operational efficiency by enforcing least privilege across the desktop environment.
- Troubleshooting – apply a logical troubleshooting process to resolve and understand the root cause of issues.

GET CERTIFIED BY BEYONDTRUST

Participants who successfully complete the Privilege Management for Windows training are eligible to take the associated BeyondTrust Certification exam.

Recording and material reproduction rights are not included. Train-the-Trainer courses are also available.
PRIVILEGE MANAGEMENT FOR WINDOWS ADMINISTRATION
For Security Professionals

UNIT 1
Welcome & Course Overview
- LESSON 1: Introduction to Defendpoint
- LESSON 2: Defendpoint Core Concepts
- LESSON 3: Working with Policy

UNIT 2
Configuring Core Policies
- LESSON 1: Installing the PM Client and Console
- LESSON 1: Creating Workstyles
- LESSON 2: Defining Applications
- LESSON 3: Managing Application Rules
- LESSON 4: Reviewing End-User Messaging

UNIT 3
Exploring Use Cases
- LESSON 1: Exploring Specific and Automatic Elevations
- LESSON 2: Replacing UAC Messaging
- LESSON 3: On-Demand Elevation
- LESSON 4: Whitelisting and Unknown Applications
- LESSON 5: Blocking Specific Applications

UNIT 4
Enabling Advanced Features
- LESSON 1: Using Workstyle Filters
- LESSON 2: Collecting User and Host Data
- LESSON 3: Using Powershell Control
- LESSON 4: Reviewing Advanced Application Definitions
- LESSON 5: Utilizing Content Control
- LESSON 6: Running Audit & Rule Scripts
- LESSON 7: Configuring Trusted Application Protection

UNIT 5
Understanding the Protected Environment
- LESSON 1: Understanding the Client Architecture and Footprint
- LESSON 2: Applying Anti-Tamper Protection
- LESSON 3: Prohibiting Privilege Account Management

UNIT 6
Solving Configuration Issues
- LESSON 1: Troubleshooting Policy
- LESSON 2: Using Activity Viewer
- LESSON 3: Troubleshooting Application Compatibility

ABOUT BEYONDTRUST
BeyondTrust is the worldwide leader in Universal Privilege Management, offering the most seamless approach to preventing privilege-related breaches. Our extensible platform empowers organizations to easily scale privilege security as threats evolve across endpoint, server, cloud, DevOps, and network device environments. BeyondTrust gives organizations the visibility and control they need to reduce risk, achieve compliance objectives, and boost operational performance. We are trusted by 20,000 customers and a global partner network. Learn more at www.beyondtrust.com.